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PEOPLE IMPACTED

650,000

ABOUT THE BREACH:

The Irish online gambling site suffered a data breach in 2010, but says 

it only recently learned that the attack compromised non-financial 

personal information on hundreds of thousands of customers.

INFORMATION COMPROMISED:

Customer names, usernames, addresses, e-mail addresses, phone 

numbers, dates of birth, question-and-answer security questions

VICTIMS BREACH DETAILS

PEOPLE IMPACTED

39,000

ABOUT THE BREACH:

The healthcare organization reports that two individuals broke into an 

administrative office on May 25 and stole an unencrypted laptop 

computer.

INFORMATION COMPROMISED:

Patient names, Social Security numbers, driver’s license numbers, 

treating physician names, insurance policy numbers, patient account 

numbers, service dates, diagnosis/procedure information, payment 

card information, financial account information, possibly addresses

PEOPLE IMPACTED

Unknown

ABOUT THE BREACH:

An undisclosed number of Delaware restaurants may have been 

affected by a remote-access breach that compromised point-of-sale 

software, according to the Delaware Restaurant Association. The 

association says the possible breach of consumer payment card 

data appears to be linked to LogMeIn, a remote access and systems 

management provider.

INFORMATION COMPROMISED:

Consumer payment card data (UNCONFIRMED)

PEOPLE IMPACTED

6,000

ABOUT THE BREACH:

The clinic reports that burglars stole three 

computers containing patient information.

INFORMATION COMPROMISED:

Patient names, addresses, dates of birth, Social 

Security numbers, health insurance information, 

diagnosis information

UNCONFIRMED

Paddy Power, Ireland Office of the Data Protection Commissioner, National Research Council of Canada, Chief Information Officer of 
Canada, Self Regional Healthcare, Greenwood Police, Haley Chiropractic Clinic, Delaware Restaurant Association. 

DISCOVERED: 2010
REPORTED: 2014

PEOPLE IMPACTED

Unknown

ABOUT THE BREACH:

The National Research Council Canada says it experienced a 

breach that involved a “cyber intrusion on the IT infrastructure” of 

the council. Canada’s chief information officer says the attack 

was committed by a “highly sophisticated Chinese 

state-sponsored actor.”

INFORMATION COMPROMISED:

IT infrastructure
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